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System stuff to do first

• Informix Dynamic Server was born and bred in a Unix environment

• its architecture is completely different from other data servers available today

• fully multi-threaded from the core out

• object-relational, not just relational

• can define data types, access methods, add user-defined processing elements

• almost everything can be executed at the command line

• command line is the preferred interface for IDS administration though graphical tools are 
available

• In preparing for installation, some tasks will require “root” access

• directory creation and setting permissions

• Using a terminal window to execute some steps may be faster than through the GUI.  Your 
interface preference may vary but CLI and graphical will be shown



Server tools for client O/S

• Strongly recommend you install Mac OS X Server Management software on client version 
of Mac OS X

• will be used to check “informix” user and group creation later

• can be downloaded from: 

http://support.apple.com/kb/dl968

http://www.apple.com/downloads/macosx/apple/macosx_updates/serveradmintools105.html
http://www.apple.com/downloads/macosx/apple/macosx_updates/serveradmintools105.html


Access to a terminal window

• Mac OS X comes with a built-in terminal program called “terminal”

• found in the Application:Utilities



Access to a terminal window

• Many users prefer to use an open source program called iTerm

• available from  iterm.sourceforge.net/

• has more features, easier to use

See the Appendix for
important configuration
and use information!

http://iterm.sourceforge.net
http://iterm.sourceforge.net


Enabling “root” access (on client O/S)
not required for those using Mac OS X Server



Enabling “root” access (on client O/S)

• “Superuser” access can make creating directories and setting permissions easier

• IS required in order to tune the kernel (discussed next)

• keep the password secure!!!

• Process is different for Leopard vs Snow Leopard
• For Leopard

• using an account with “admin” privileges, open Applications:Directory Utility
• click on lock to open, enter administration password



Enabling “root” access (on client O/S)

• For Leopard (cont)

• Select the Enable Root User from the Edit menu

• create password

• agree to disable automatic login, if not already disabled



Enabling “root” access (on client O/S)

• For Snow Leopard

• using an account with “admin” privileges, open /System/Library/CoreServices/
Directory Utility

• click on lock to open, enter administration password



Enabling “root” access (on client O/S)

• For Snow Leopard (cont)

• select the Enable Root User option from the Edit menu

• enter the password for the root user ID

• re-lock the utility when done



Kernel tuning



Kernel tuning

• A data server like IDS requires a lot of horsepower from the operating system

• default Mac OS X kernel parameters are insufficient for IDS to function so must be tuned

• read the machine notes for specific kernel tuning guidelines

• available from README file in the installation image

• or $INFORMIXDIR/release/en_us/0333/ids_machine_notes_11.50.txt



• Of interest are the recommended kernel operating parameters under which IDS was 
compiled, tested and certified for operation on Mac OS X:

1.  Kernel Parameters

The values of the kernel parameters that were used for testing this product are given below. These values might need to be tuned 
depending  on the application and availability of system resources. 

kern.sysv.shmmax=4398046511104

kern.sysv.shmmin=1

kern.sysv.shmmni=512

kern.sysv.shmseg=512

kern.sysv.shmall=1073741824

kern.sysv.semume=10

kern.sysv.semmsl=87381

kern.sysv.semmnu=87381

kern.sysv.semmns=87381

kern.sysv.semmni=87381

kern.maxfiles=2147483647

kern.maxfilesperproc=40000

kern.maxvnode=150000

Note: this values are examples.  They may 
be different from what is in the release notes 
on your distribution of the software 

Kernel tuning



• To see what your kernel is set to, as “root” use the sysctl command to extract each of the 
referenced parameters to a file

Kernel tuning



• Compare the results and see what changes need to be made

Command result fileReadMe file

Kernel tuning



• Create (or update) /etc/sysctl.conf to include the parameters requiring tuning

• Restart computer for new parameters to take effect

Kernel tuning



Opening and installing the software



Opening and installing the software

• Double click the .dmg package to mount the installation media



• Move through the greeting windows

Opening and installing the software



Opening and installing the software

• This begins the extract of the IDS binary into an installable form



Opening and installing the software

• Once extracted, the IDS installer is invoked

• Will ask for “admin”-level user ID and password

• used to create “informix” user ID and group if they don’t exist



Opening and installing the software

• Extract completes and the installer starts



The graphical IDS installer

• The installation splash screen is followed by several informational screens you’ll click “Next” 
or “Continue” to advance through



The graphical IDS installer

• Second screen, click “Next” to continue



The graphical IDS installer

• Click to accept the license agreement then “Next” to continue



The graphical IDS installer

• Enter the correct install location and continue

• Mac OS X default is /Applications/IBM/informix

• you can override this if you want



The graphical IDS installer

• If the “informix” user ID and group do not exist, installer will create them

• required for IDS to function properly

• When prompted, enter the password for the “informix” user ID, ensure $HOME is correct as 
well



The graphical IDS installer

• From this screen, you can decide whether you want a full install of the connectivity drivers 
(recommended) and data server or to execute a selective (custom) installation

• for this example, a selective IDS install will be chosen



The graphical IDS installer

• Having selected a custom IDS installation, from this screen, you can add and subtract 
functional modules

• notice when selecting an option, a description and disk space required is displayed on 
the right hand side of the window



The graphical IDS installer

• On the next screen you’re asked if the installer should create and start a demonstration 
instance for you

• for now, answer “No”

• screens showing this process are in the Appendix



The graphical IDS installer

• The next screen summarizes the installation about to occur



The graphical IDS installer

• Watch while the installation and branding process occurs

• CSDK installed first (if selected) followed by IDS

• only takes about 2 minutes, maybe three



The graphical IDS installer

• A series of status and informational screens appear after the installation completes

• Congratulations!  You’ve just installed Informix Dynamic Server



Checking on user “informix”



Checking on user “informix”

• As you have seen, if the “informix” user ID and group do not exist on your computer, the 
installer will create them for you

• Currently, when the installer creates them, it does not correctly register group “informix” as 
the “primary” group for the “informix” user ID (this will be fixed)

• IDS  **requires** that user “informix” have group “informix” as its primary group

• it can be a member of other groups if you want, such as “admin”

• To change primary group, use the Workgroup Manager tool from the Server Management 
utility set

• available by default on Server version of the O/S

• must be installed on Client version

• see page 4 for information on where to get the tools



• Select the “informix” user and select “Groups” from the menu

• notice the default group is group “20” or the “Users” group

Checking on user “informix”



• Click on the “+” to display all groups

• scroll down, select “informix” and drag it either to the “Group ID”, “Short Name” or 
“Name” field

• select “Save”

Checking on user “informix”



Congratulations! 

You’re now ready to use Informix Dynamic Server



Preparing to start your first IDS instance
This will walk you through configuring and starting an instance manually



• For any user logging on to the physical server hosting an IDS instance and wanting to 
interact with it, several environment variables must be set:

• INFORMIXDIR -- the location of the installed IDS data server

• installation default is /Applications/IBM/informix

• PATH -- must be modified to include $INFORMIXDIR/bin

• INFORMIXSERVER -- the name of the instance

• ONCONFIG -- the instance configuration file

• usually located in $INFORMIXDIR/etc

• naming convention: onconfig.instance_name (or instance name abbreviation)

• INFORMIXTERM in order for the IDS dbaccess utility to work in iTerm windows

• also need to create several iTerm objects for everything to work correctly, see the 
Appendix!

Modifying the profile



Modifying the profile

• The variables can be set three ways:

• globally in /etc/profile

• locally in $HOME/.profile for each user

• for both, will immediately take affect for new iTerm (or comparable) sessions



Modifying the profile
• Third option to setting profile variables:

• on-the-fly through a shell script stored in a pathed location, example called envprod

• useful when there is more than one instance on the physical server

• global parameters (INFORMIXDIR, PATH, TERM and INFORMIXTERM should be set 
in /etc/profile)



Modifying the profile
• Third option to setting profile variables, on-the-fly

• called by  . envprod 

• notice syntax -- “.” followed by a whitespace



Modifying the profile

• Regardless of the option selected, for this test setup make sure:

INFORMIXSERVER=production

ONCONFIG=onconfig.prod

TERM=vt100

INFORMIXTERM=terminfo



Creating where the instance will live



Creating where the instance will live

• With the data server installed, it’s time to prepare to turn it on

• There are two important parts

• understanding and creating data storage locations

• modifying the required configuration files

• The first is easy and will be covered here

• The breadth of options for the second is too vast to be covered here though concepts will be 
introduced

• please see

• IBM Informix Dynamic Server Administration Guide from IBM documentation library

• Administering Informix Dynamic Server, Building the Foundation by Carlton Doe

ISBN-10: 158347076X    ISBN-13: 978-1583470763



Understanding IDS disk structures

page page

pagepage

• The basic building block of IDS 
storage is the “page”

• 4 - 16 KB in size on Mac OS X

• system default is 4 KB

• All I/O occurs at a “page” level

• Can NOT administer pages



Understanding IDS disk structures

page page

pagepage

Chunk

• Multiple pages create another 
physical entity - the “chunk”

• You can administer a chunk to add 
to a “dbspace” (discussed next)

• Can be either “cooked” or “raw”

• cooked - regular file system 
flat files

• raw - unformatted disk 
partition



Understanding IDS disk structures

page page

pagepage

Chunk

Chunk

dbspace

• One or more physical chunks are 
used to create a “dbspace”

• logical construct

• most administration occurs at 
a dbspace level

• Databases, tables, indexes are 
created in dbspaces

• Several types of dbspaces

• regular

• temporary

• simple BLOBspace

• smart BLOBspace

• Every instance has at least one 
dbspace -- the rootdbs



Understanding IDS disk structures

page page

pagepage

Chunk

Chunk

dbspace dbspace

instance

• One or more dbspaces are used in 
an “instance”

• logical construct

• Tunable database operating 
environment

• Multiple instances can operate 
simultaneously on a single server

• each instance can contain 
multiple databases with their 
own tables, indexes and other 
objects



Creating data storage locations

• Now that you understand how IDS views data storage, it’s time to create some for your 
instance

• For a first instance, we’ll keep things simple

• use regular system files (aka cooked space)

• single directory location without symbolic links

• symbolic links are STRONGLY recommended as you progress and become more 
familiar with the data server



• Login as user “informix”

• almost all instance administration occurs with user “informix”

• Open an iTerm window and use the su command to acquire “root”-level permissions

• execute the following commands to create the storage directory:

mkdir /ifmx_data

chown informix:informix /ifmx_data

chmod 755 /ifmx_data

exit (to get out of “root”)

Creating data storage locations



• Since you’re still user “informix” in the iTerm window, create 4 flat files:

cd /ifmx_data

touch root_space data_1 tmp_space slob_1

chmod 660 *

• Will be using these to create 4 single-chunk dbspaces named

• rootdbs -- the core instance dbspace

• data_space_1 -- for databases, tables, indexes and so on

• work_space -- temporary space for scratch tables and temporary objects

• smart_1 -- for statistical and other instance objects, can be used for end-user objects 
too but you wont at this time

Creating data storage locations



The basic instance files



The basic instance files

• There are two core files for IDS

• “onconfig”

• one for each instance on the server

• usually named onconfig.instance_name

• located in $INFORMIXDIR/etc

• contains all the tunable parameters for the instance

• “sqlhosts”

• also in $INFORMIXDIR/etc

• usually only one per physical server

• is the “phone book” of instance connectivity

• lists where all the instances are in the enterprise and how to connect to them



The basic instance files

• An instance $ONCONFIG file can be daunting at first.  Here’s a *very* basic instance setup. 
From an iTerm window as user “informix”:

cd $INFORMIXDIR/etc

cp onconfig.std onconfig.prod

vi onconfig.prod   (change these parameters -- **ARE** case sensitive):

ROOTPATH /ifmx_data/root_space

DBSPACETEMP work_space

SBSPACENAME smart_1

SYSSBSPACENAME  smart_1

DBSERVERNAME production

SHMVIRTSIZE  228592

TAPEDEV  /dev/null

LTAPEDEV  /dev/null

write and quit to save your changes



The basic instance files

• While in $INFORMIXDIR/etc, create the sqlhosts file as well:

cp sqlhosts.std sqlhosts

vi sqlhosts

remove the existing entries and add the following (case sensitive):

production onipcshm localhost prod_shm

write and quit to save your changes

• This configures a “shared memory” connection to
the instance.  Only co-resident applications can
connect to it.



Turn it on!!!



Turn it on!!

• With the files modified, it’s time to turn the instance on

• Make sure your environment parameters are set as indicated earlier

• Open an additional iTerm window to monitor the instance log in real-time as you turn the 
instance on

• helpful for debugging purposes

• in the window:

tail -f $INFORMIXDIR/tmp/online.log

• In the main window, execute the new instance initialization command and watch what 
happens:

oninit -ivy



Turn it on!!

• You should see successful initialization:

Instance log (edited)

Command window



Turn it on!!

• Create the other dbspaces from the iTerm command window

• monitor the instance log in the other window for fun

onspaces -c -d data_space_1 -p /ifmx_data/data_1 -s 250000 -o 0

onspaces -c -d work_space -t -p /ifmx_data/tmp_space -s 50000 -o 
0

onspaces -c -S smart_1 -p /ifmx_data/slob_1 -s 20000 -o 0 \

   -Df “LOGGING=ON”

ontape -s -L 0

• If you want you can create a demo database named stores to play with

• basic retail store-like database with products, customers and so on

dbaccessdemo stores -log -dbspace data_space_1

• when prompted to save code examples, answer “NO”



You’re ready to rumble with IDS!!!!!



Appendix



Architectural overview



Architecture overview

Called Dynamic Scalable Architecture - DSA

IDS has a completely different system architecture than any other data server on the market 
today

• more efficient
• more powerful



Architecture overview

as users connect, session pools 
built within pre-allocated 
memory – no additional 
memory necessary.

VP’s – can work on behalf of 
1 user or all users. The 
threading architecture allows 
fast and efficient distribution 
of the work.

disk space pre-allocated as chunks 
in dbspaces. user structures will be 
allocated from this available space.

A more detailed view



Architecture overview

Multiple instances, one data server



Architecture overview

• Unlike other data servers available today, IDS is fully threaded and has been since 1993

• Proprietary thread libraries, highly optimized for database operations

• Each engine process is known as a “virtual processor” (VP) because it schedules and runs 
its own threads.  Are divided into classes based on functionality.

• A thread can run on any VP in its class.

• To run a thread, VP retrieves thread’s data and environment stack from ready queue and 
executes request.



Architecture overview

each thread has a pointer 
into the process text or 
program

shared memory utilized here is already allocated in 
the VIRTUAL PORTION of memory. Sessions 
pools – stack space for example – are built within 
the pre-allocated memory allocated. 

the “process space” is already allocated 
since the VP, or oninit process, was 
started when the engine started.

Thread switch as 
opposed to process 
switch:

• support multiple users 
on one timeslice

• almost 100% 
productive CPU use 



Architecture overview

• Dynamic shared memory

• can grow or shrink as needed to 
support operations

• no need to constantly re-tune

• IDS tools enable you to look at 
anything in shared memory including 
instance and session-level information



Optional -- configuring and starting a demo instance



Optional -- configuring and starting a demo instance

• You can have the installer create and start a basic instance

• recommended for first time IDS users to get something running

• instance data storage capacity is limited

• Kernel tuning is required before starting the instance



Optional -- configuring and starting a demo instance

• You have several choices for a configuration file

• Your own pre-configured file (will be asked for location)

• a generic default file with minimal instance resources

• a somewhat customized configuration based on your response to instance load and 
physical server resource questions



Optional -- configuring and starting a demo instance

• With the customized option, several screens follow asking for additional information in order 
to create the instance configuration file

• Note: default ROOTSIZE is 700 MB which is **much** too large



Optional -- configuring and starting a demo instance

• Enter the number of server processors and memory to use as well as the expected instance 
load for OLTP and DSS operations



Optional -- configuring and starting a demo instance

• After the instance is configured and started, the installer will ask for a terminal program it can 
use to open a window and allow you to access the instance

• the installer will attempt to set environmental parameters in the open terminal so 
connectivity will occur

• currently, a defect in the installer prevents this from working properly

• can set the required parameters as shown later in this presentation and use iTerm to 
access instance

• The rest of the regular installation process will occur after you specify the parameters for the 
demo instance



Setting up an iTerm bookmark to work with dbaccess

With much appreciation to Mark Jamison who figured out what the keystroke problem was!!



Configuring iTerm to work with dbaccess

• The dbaccess utility is command line tool for IDS administrators to execute SQL operations 
against databases within an instance

• it is shipped as part of the IDS software distribution

• it only “lives” on the server hosting IDS, it is *not* a general client tool

• The default terminal configuration in iTerm is not 100% compatible with the interactive mode 
in dbaccess

• the “backspace” key doesn’t behave properly

• You can create an iTerm “profile” of terminal and keyboard attributes (called a “bookmark”) 
and either set it as the default whenever you invoke iTerm or you can select it when you 
open a new window to interact with IDS



Configuring iTerm to work with dbaccess

• To begin, select the Bookmarks:Manage Profiles option from the iTerm menu bar. It will 
open the window shown below.  I have expanded the options you’ll be working with.



Configuring iTerm to work with dbaccess

• In the Keyboard Profiles area, select xterm then click the “Duplicate” button at the 
bottom of the window.

• will create a new entry called xterm copy.  You can rename this by double clicking on 
it.



Configuring iTerm to work with dbaccess

• To reconfigure the command 
sent by the “backspace” key, 
click on the your new keyboard 
profile name and do the 
following:

• click on the “delete” key 
combination

• click on the pencil “edit” icon

• change the hex code from 
7f to 8 

• click “OK” to save



Configuring iTerm to work with dbaccess

• With the keyboard profile set, 
now create a new terminal profile

• click on “Default” under 
Terminal Profiles

• duplicate it with the 
“Duplicate” button

• rename it by double clicking

• change the terminal “Type” to 
vt100

• Close this Profiles window, you 
are done with it



Configuring iTerm to work with dbaccess

• Create a new iTerm operating profile, called a “bookmark,” and join the terminal 
and keyboard profiles together

• select Bookmarks : Manage Bookmarks from the iTerm menu ring

• click on the “Default” entry then the pencil edit tool to see the parameters for 
this operating profile, copy them for later reference and cancel out



Configuring iTerm to work with dbaccess

• Create a new “bookmark” by clicking on the “+” and entering the relevant information.

• some will come from the “Default” entry

• make sure you select the new Informix-oriented keyboard and terminal profiles

• Once saved, you can highlight this new entry, and put a check mark in the “Set as default” 
box on the Bookmarks window if you want



Configuring iTerm to work with dbaccess

• Now, the backspace key will work properly in the dbaccess’s interactive mode 



The end


